
Make the net work for you.
Fast connections, robust relationships.

Prepared for Sutherland Shire Business Chamber

29th May 2019

How to protect against 
Cybercrime



At Espressonet, we are passionate about empowering you, local business, to thrive through superior connectivity and communication tools.

Our goal is to see you succeed in your industry and we want to be the conduit to help make that happen.

We provide the full suite of connectivity services to ensure your business can thrive in this ever evolving digital space. We want to know you, your 
business goals and find the digital solution to make it happen. We won’t overwhelm you with a slew of complicated technical terms. We’ll use our 
technical expertise to provide solutions.

We’ve got the skills, and most importantly the passion to understand your communications needs. We’re here to give Telco a good name.

Empowering local business



Full suite Anti Virus / Internet Protection

• provides real-time protection against existing and emerging 
malware including ransomware and viruses, and helps protect 
your private and financial information when you go online

• Choose and paid subscription like: ESET, Norton, McAfee, 
Malwarebytes

Strong Passwords

• Create 12 Charters passwords including numbers and symbols

• Use Password managers ( software )

TIP: Avoid holding a word doc with all passwords saved on your 
network

Encrypted Drives 

• Particularly useful for laptop computers that could be lost or 
stolen.  This protection encrypts your data on the local drives 
on the PC.
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Network Router – Default Admin Password

• Network routers can allow remote access to your network.

• Hackers can create new Wi-Fi networks and work undetected to 
your business

TIP: Change the default admin password to something unique

Wi-Fi Guest Network

• Your business Wi-Fi network can provide access to all of your 
connected devices 

TIP: Create a Guest Wi-Fi network and provide SSID and password to 
guests.

If your using a Wi-Fi guest network for access back to your office, 
always use a VPN.
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PBX / Phone systems – Default Admin Password

• Phone can systems provide a gateway to the internet from your 
network. Hackers creates a voicemail to route call to 
international destinations ( AKA: Telephone Phreaking )

TIP: Change the default admin passwords to something unique

International Calling

• VoIP phones can be hacked to setup call forwarding to 
international destinations, with multiple lines simultaneously

TIP: Request your phone service provider to prevent international 
calls.
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Data Backup

• Backup of data takes a snapshot of the files on a regular basis 
and stores the information for retrieval if required. 

TIP: Data must exist at least 3 times.

Backup frequency should be at least daily

Cloud Drives – Are not a backup

TIP: Request your IT service provider to confirm if your data is backed 
up on a regular basis and how do you recover the files.
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Is total protection available for business?
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YES...

Espressonet works with WatchGuard

Industry Proven Protection
• Enterprise grade

• Service Reliability

• Proactive preventative, detection and response

• On premise and Cloud

• Scaled solutions from SME to corporate
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Next steps for protection?



www.espressonet.com.au | 1300 692 789 | enquires@espressonet.com.au

Level 4 / 29 Kiora Road, Miranda NSW 2228


